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Abstract: In modern times, financial statements audit without application of information technologies is inconceivable. Many factors add to necessity of incorporating informational support into the auditing process, such as: a large number of client’s transactions and a large volume of client’s data to be audited; application of information technology in client’s accounting data processing; availability of client’s data in electronic form; emergence of an increasing number of auditing activities that need to be implemented within strict deadlines; dislocation of audit team members etc. This paper aims at observing the major specifics of integration of informational support into financial statements audit. The main method used in this paper for investigation of the impact of information technologies on auditing process is the existing literature analysis from several aspects: the role of audit in professional decision-making, methodology of financial statements audit and information technology types applied in audit. Our work shows that the emergence of information technologies helps auditors in the audit process.
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1. Introduction

Operating of a modern company without application of information and communication technologies is inconceivable. “Companies require information technology to assist their operational tasks” (Dharmawati et al., 2022: 3036). Information technologies (IT) and information systems (IS) bring many benefits. The topic of IT’s impact on accounting (accounting information system – AIS), audit and profession has been attracting the attention of many researchers, professional circles and general public. While on one hand there are very progressive predictions that IT will fully replace accountants, on the other hand there are somewhat more traditional standpoints indicating that IT cannot replace humans. There is no simple response to this dilemma, and there is anyway no final response. There is no simple response because the impact of IT on accounting concept, organization and functioning of AIS and on the audit itself is manifold. Then again, it is impossible to provide a final response because at this moment one cannot even conceive which technologies and systems will exist in 50 or 100 years. In order to analyze the specified problem in a more detail, two crucial change domains need to be identified. The first one implies accounting (including AIS organization and functioning issues) and auditing processes, and the second one changes in accounting profession (Sutton, 2010: 4).

2. Application of information technologies in accounting and audit

Regarding the impact of IT on organization and functioning of AIS, it should be emphasized that the changes occur in domain of accounting organization instruments (bookkeeping documents, business records and reports), but also in methodological solutions domain (Malinić & Todorović, 2011: 25). Importance of bookkeeping documents is decreasing due to emergence of electronic documents. Basically, documents maintain the function of verification (validation) of incurred business changes, but some of their other functions lose their significance (e.g. function of account assignment instrument). Additionally, even though the obligation to keep a journal as a compulsory and the main business book is still in force, its significance is decreasing (loss of function of automated double entry control).
Application of integrated information systems, for example, enables recording of business events in real time and place of the event. Accordingly, business books can be closed almost on a daily basis, and financial statements can be made on a daily basis as well. Hence the increased assortment and volume of produced information and reports for numerous users.

The aggressive breakthrough of IT into the domain of the accounting system, and especially into the domain of management accounting system, has resulted in change of not only organizational basics of accounting, but also in improvement of methodological approach to realization of accounting processes. It has almost universally been accepted that integrated information systems incorporate special software tools (modules) for calculation of costs by applying cost calculation by activities. “Ubiquitous use of accounting information systems has made it necessary for audit firms to enhance individual technical and analytical skill sets and to develop specialized teams capable of evaluating the effectiveness of computer systems during engagements” (Vasarhelyi & Romero, 2014: 350).

Concerning the impact of IT on accounting profession, the key effect is the change of volume, nature and structure of activities performed by accountants. “They are expected to have deep knowledge and skills about new technologies and the risks that arise“ (KPMG, 2022). “It is a fact that IT has impact on the reduction of the number of people engaged in accounting activities, but on the other hand, however, the tasks of the ones “who remain employed“ become more complex and demanding” (Mamić-Sačer & Žeger, 2008: 296). Computers are dominant for routine and operational activities, but in any case, they still cannot perform creative tasks, planning, analyses, interpretations, management etc. What, in fact, does it mean for profession? What are the professional accountants expected to do? The point is that accounting activities are experiencing specialization and integration (adoption) of professional knowledge from various related areas. The accountants are expected to have interdisciplinary knowledge and a large number of skills in the domain of IT, various software application, organization and teamwork, analysis, management etc. Thus IT alters the traditional interpretation of the term “accountants” according to...
which they are identified with bookkeepers, but at the same time it makes accountants mediators between accounting and IT, i.e. it expands the volume of required knowledge, so the role of accountants shifts towards counselling, analysis, interpretation and management activities.

It is a fact that application of IT impacts the recording and reporting in accounting, and it also impacts the auditor’s opinion forming process. In fact, application of IT affects all phases and all the participants of the financial reporting and auditing system. The bottom line is that there is a change in audit’s comprehensiveness, the manner of its implementation and requirements for the auditor. Auditors performing the audit in IT environment should understand the nature of that environment since it poses various challenges before the auditors, facilitating or complicating their tasks (Ljubisavljević & Jovković, 2016: 27).

In order to implement audit goals in IT assisted environment, auditors are required to possess specific skills and competences, including the ones in IT domain. Alternatively, in order to express opinion that would increase credibility of financial statements, it is necessary to apply specific audit processes, as some audit processes that used to be done manually can now be performed using IT. In that sense, we can talk about audit around the computer, audit through the computer and a computer-assisted audit. “Among others, emerging information technology can give an impact on the audit process by the auditors” (Mustapha & Lai, 2017: 53). Application of IT in audit increases efficiency and effectiveness of the audit. Technology advancements provide opportunities for auditors to use new tools in the audit process (Afsay et al, 2023). The benefits of the IT audit are numerous: the auditors are more independent, computer-generated documents are more efficient and consistent, manual operations (e.g. calculation) take less time, data processing results are more accurate, data analysis is more efficient, information is generated faster, storing and reviewing documents is simpler, audit costs are reduced (same application is used for a large number of clients) etc (Bodnar & Hopwood, 2011: 651).
3. Properties of information technologies used in financial statements audit

Speaking of application of information technology in the financial statements audit, audit software should be distinguished from computer assisted audit techniques. Audit software and Computer Assisted Audit Tools and Techniques (CAATT) should be implemented for the purpose of providing efficient and effective audit process (Hunton et. al, 2003).

The International Auditing and Assurance Standards Board has defined audit software as a computer program that assists auditors in accessing client’s data and implementing audit tests (IAASB, 2013:7). Software that serves to satisfy specific requirements of financial statements audit can be observed as generalized audit software or customized audit software depending on whether it is purchased at the market as a ready-made software solution or is customized to suit the needs of auditing company (Cascarino, 2007).

Generalized audit software implies programs purchased at the market as a ready-made software solution designed to satisfy auditor’s needs. Best known software solutions in generalized audit software domain include Audit Command Language (ACL) and Interactive Data Extraction and Analysis (IDEA). Alternatively, audit companies can decide to have the software specifically developed for their own needs concerning the financial statements audit. Those are the cases of so-called customized audit software that is typically developed in Excel environment and is attuned to audit company specifics.

Development of such customized software is typically more cost-effective compared with purchase and maintenance of generalized software. On the other hand, generalized software functions more to the sufficiency of supplier’s testing of software before going to the market. The final decision on the selection of software in audit is made by the management or by the audit company’s owner. Regardless of the type of implemented software, the audit software should provide realization of the following specific activities related to financial statements audit.

During financial statements audit, auditors are obliged to test the client’s internal control system. As clients use AIS, auditors are also obliged to inspect internal controls of accounting information system since they make up an integral part
of the overall internal control system. Computer assisted audit techniques are primarily used for examining the adequacy of internal controls functioning in information systems environment, as well as for performance of some basic tests (Coderre, 2008).

Some of the techniques for implementing audit financial statements are as follows: (Andrić et. al, 2015: 185)
- Test data;
- Integrated test data;
- Parallel simulation;
- Online audit monitoring and
- Program code and its evaluation.

4. Implementation of software in financial statements audit

Implementation of audit software changes the manner in which the audit activities are performed. Auditing process does not change. The activities included by financial statements audit are defined by audit regulations. The only change imposed by digitalization of financial statements audit refers to the manner the audit is performed. Therefore, when audit is performed in digital environment, auditor shifts from manual data processing to implementation of information technologies. In that sense, main specifics of audit software application in financial statements audit may be observed from the several aspects (Mijić, 2015: 248):
- Volume of evidence to be collected,
- Reliability of audit evidence,
- Duration of audit activities.

Application of audit software for performing control and substantive audit tests contributes considerably to abandonment of the sample application concept in audit. To be precise, by using audit software, auditors are able to perform audit test in a rather short time period based on entire population. This reduces the risk of the auditors not detecting material errors in their work, i.e. the risk of material errors being contained in domain not subjected to the audit. So, for example, by using audit software, calculation of depreciation for all fixed assets, accuracy of foreign currency translation for liabilities and receivables denominated in foreign currency etc. can be checked in a quick and easy manner. In that way evidence is collected in such volume that, for some tests, equals the whole population, which reduces the risk from expressing inadequate audit opinion.
From the aspect of audit data collecting, software application in audit provides high reliability evidence. In other words, audit software that is correctly made and tested always processes data in the same correct manner. This reduces the risk of error in data processing, extremely common in manual data processing by the auditor.

**Table 1: The aspects of observing application of audit software in financial statements audit**

<p>| | |</p>
<table>
<thead>
<tr>
<th></th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>Volume of evidence to be collected</td>
</tr>
<tr>
<td>2</td>
<td>Reliability of audit evidence</td>
</tr>
<tr>
<td>3</td>
<td>Duration of audit activities</td>
</tr>
</tbody>
</table>


Duration of financial statements audit is reduced due to application of audit software and automated performance of audit activities. Shortening of time needed for implementation of audit activities primarily refers to data processing, but then again it also gives auditors time for analysis and interpretation of results. Auditing is an intellectual activity done by a person, so application of information technologies will not replace auditors but will instead give them more space for implementing the specified activities. Reduced operational time of the auditor equals reduced audit costs, since the major audit cost is work, i.e. engagement time of audit team members.

As a part of testing and evidence collecting activities, auditors need to test and collect evidence on operating of auditee’s internal controls systems. Since auditees implement the accounting data processing by applying accounting information systems, in financial statements audit the auditors are obliged to test the internal controls of accounting information system. Internal controls of accounting information system represent an integral part of the overall internal control system of the client.

The following application controls are integrated into the accounting information system: (Andrić et al, 2015: 184)

- Input controls check the integrity of data entered into the information system as to whether the entered data satisfy the defined parameters. Input controls should prevent entry of incorrect data into accounting information system.
- Processing controls should assure that the accounting data processing is performed in compliance with accounting regulations.
- Output controls should provide accuracy and completeness of output and distribution of information to authorized persons.

Considering the fact that the knowledge required from the auditor, as a key prerequisite for quality audit of financial statements, is continuously being changed and expanded, test data stand out as the most frequently used technique in testing the internal controls of the accounting information system. The use of information technology, auditor competence, and time pressure have an effect on the quality of audits (Alhadi & Nugrahanto, 2021: 83).

For specific controls of the accounting information system the auditor creates test data and defines the anticipated results. The anticipated results are compared with the accomplished results for the purpose of checking the adequacy of functioning of the internal controls of the accounting information system.

Inadequate functioning of the internal controls of the accounting information system does not necessarily imply errors in financial statements, but only a higher risk of errors.

5. Information technology audit

Development of information technology audit was caused by major, unexpected scandals that have shaken the business circles. Barings, one of the oldest banks in London, went bankrupt following one such incident. To be specific, general manager of Barings managed to bypass organizational structures, regular audits and internal controls and to work without any supervision whatsoever. Bankruptcy occurred because of his so-called futures contracts, which are contracts between two parties, for sale or purchase of a particular property of standardized quality and quantity at prices agreed for that day (future prices), that are traded with at future exchanges.

After this, there was the scandal in Enron corporation, one of the biggest energy companies in the USA. By using accounting loopholes and poor financial statements, as well as the pressure on Arthur Andersen’s auditors, management of Enron corporation managed to hide billion-dollar debts related to unsuccessful offers and projects. This scandal was followed by the collapse of Arthur Andersen company that was one of the “Big Five”
along with Pricewaterhouse Coopers, Ernst & Young, KPMG and Deloitte. Once again it was confirmed that what is not under control will certainly get worse in time (Stanišić, 2009: 66).

These events resulted in stricter audit and control. New laws and regulations were enforced in order to ensure independence and objectivity of auditors, and financial reorienting was expanded and improved.

In the light of those events, information systems audit must be well revised. Information systems and technologies cannot be observed separately from the remaining control environment, and it is only logical to implement legal regulations and corporative management requirements (Basel II) in that operating area as well. IT audit is the assessment of information technologies, practices and operations that assure integrity of information subject. Such assessment includes evaluation of effectiveness, efficiency and cost-effectiveness of computer-assisted practices.

Auditor’s assessment includes (Isabel & Carlos, 2015):

- Assessment of internal controls in information technology environment in order to assure validity, reliability and security of information;
- Assessment of effectiveness and efficiency of information technology environment in economic terms;
- Types of IT audit by operation area
- Technical IT audit – it covers infrastructure, data transmission and communication data;
- Application IT audit – it covers business and financial elements;
- Organizational IT audit – it covers information technologies governance;
- Developmental and implementation IT audit – it covers specifications, requirements, design, development and implementation;
- Legal IT audit – it covers national and international standards.

Nowadays, when computers and information technologies have become an integral part of life and business, their constant and ever more dynamic changes and advancements as well as large companies’ dependence on information systems and technologies call for necessity of control and audit of those technologies.
Table 2: IT audit types by operation area

<table>
<thead>
<tr>
<th>Audit Type</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Technical IT audit</td>
<td>Covers infrastructure, data transmission and communication data</td>
</tr>
<tr>
<td>Application IT audit</td>
<td>Covers business and financial elements</td>
</tr>
<tr>
<td>Organizational IT audit</td>
<td>Covers information technology management</td>
</tr>
<tr>
<td>Developmental and implementation IT audit</td>
<td>Covers specifications, requirements, design, development and implementation</td>
</tr>
<tr>
<td>Legal IT audit</td>
<td>Covers national and international standards</td>
</tr>
</tbody>
</table>


Supervision and audit of information systems and technologies are necessary for successful operating and implementation of company’s business activities. The role of audit is to ensure integrity of information systems and financial reporting for the purpose of timely prevention of financial problems and reduction of potential risks. The role of auditor is also to check the completeness of data and of all the systems that process, report and maintain data, to evaluate stability of computer generated data and information as well as to observe the capacity of information system controls in order to guarantee reliability of the system (Appah & Zuokemefa, 2013, 187).

IT Governance consists of management, organizational structure and processes that guarantee that IT supports and expands organizational goals and strategies. IT governance is the responsibility of both management and board of directors. Assurance of IT values, management of IT risks and control of information represent the core of IT governance. Development of IT leads to increased significance of audit and control of these technologies’ governance.

IT governance includes the following areas (Stanišić, 2009, 68):

- Strategic alignment focuses on ensuring the alignment of business and IT plans, on defining, maintenance and validation of IT values as well as IT operations management in compliance with business operations;
- Value delivery focuses on executing value proposition through a delivery cycle that assures that IT delivers promised benefits through strategy, with emphasis on cost optimization and IT’s own value validation;
- Resource governance implies optimal investment and proper
management of critical IT processes such as: applications, information, infrastructure and people. Key issues refer to optimization of knowledge and infrastructure:

• Risk management requires raising risk awareness among employees and management, clear understanding of company’s risk appetite, understanding of compliance, transparency concerning important risks within company and introducing accountability measures for risk management in organization;

• Implementation measures monitor and supervise application of strategy, projects closure, use of resources, work and service provision processes using for example balanced scorecard that translates strategies into action for the purpose of accomplishing the best goals measured outside of conventional accounting methods.

“With the likelihood of a continued trend for digitization and accelerated change delivery, IT strategy and governance needs to be both streamlined, and also in some cases, enhanced.” (Deloitte, 2021: 24).

IT governance framework, such as COBIT, may be a key element in providing appropriate control and management of information and systems.

COBIT supports IT governance by providing a framework to ensure the following (Appah & Zuokemefa, 2013: 190):

• IT is aligned with operating;
• IT enables operating and maximizes benefits;
• IT resources are used responsibly;
• IT risks are managed adequately.

Progress of information technology up to the current level implies its increased influence on company’s operating. System of information technology governance is a very important factor for satisfactory operating results. It represents an integral part of the overall company governance system and consists of leadership, organizational structure and processes that ensure that IT sustains and extends the organization’s strategies and objectives (Mamić-Sačer & Žeger, 2015).

Companies should actively supervise governance of information technologies, ensure that IT operations,
risks and opportunities are governed in such a manner so as to contribute to successful business score of organization, and yet the data of Nacional Association of Corporate Directors (NACD) indicate a small number of companies with IT supervision boards.

A key factor for a successful introduction and implementation of new technologies and information systems into internal control department is staff who need to have certain knowledge on information systems application. There is no doubt that in the last 10 to 15 years information technology and computer-assisted techniques have been invading conventional audit procedures and processes and established audit techniques used by auditors.

Owing to immense impact of information technologies on company’s operating, in 2008 the Institute of Internal Auditors (IIA) added standard 2110.A2 to the International Standards for the Professional Practice that reads: The internal audit activity must assess whether the information technology governance of the organization supports the organization’s strategies and objectives.(Isabel & Carlos, 2015).

In information technology environment there are fewer written documents available for checking and adjustment of transactions, so the auditor should (Stanišić, 2009: 71):

- Acquire sufficient knowledge of IT processes and resources, as well as of information systems implemented in organization;
- Gain confidence that processes and information systems function correctly;
- Develop understanding of controls and audit approach that will confirm that company’s internal control system operates efficiently;
- Investigate and validate transactions through processing system in order to establish that transactions were processed fully and correctly.

Compliant to Standard 2110.A2, internal audit must assess adequacy of information technology governance from the aspect of risk and must plan audit engagements when necessary. When assessing the adequacy of IT system governance, auditor must pay attention to the following (Mamić-Sačer & Žeger, 2015: 157-159):
- Alignment of organizational and IT strategy;
- Implementation of IT projects and business value;
- Realization of opportunities connected with information technologies;
- Effective governance and responsible usage of IT resources;
- Efficient management of business risks connected with information technologies;
- Alignment with valid laws, regulations and corporate standards.

Besides knowledge that auditors acquire in internal audit department, there are other ways to educate internal editors on information technologies usage and understanding of the functioning of information system. Methods for acquiring additional knowledge and skills may include general education related to information technologies, training of auditors as information system users, as information system managers, as information system designers and training of auditors for incentive in evaluating information system in development of new technologies (Isabel & Carlos, 2015).

One of the most influential international organizations for IS audit and control is ISACA (Information Systems Audit and Control Association). ISACA members are people with diverse experience and knowledge, employed in various business areas such as finance and banking institutions, audit and accounting companies, public or private sector, production or sales departments. The aim of these departments is education of members, improvement of operating and IT processes and controls, as well as promotion of excellent solutions for IS protection and high-quality IT and system audits (Mamić-Sačer & Žeger, 2015: 160).

Extensive knowledge of IT is needed for IS audit. Some of the required special skills include (Appah & Zuokemefa, 2013: 188):

- Understanding of expectations, role and overall operating in audit of information system, project management and software;
- Application of CAAT tools and techniques;
- Ability to estimate the issues of privacy and safety that may impose risk upon organization;
- Evolution of complex system life cycles;
- Development of new techniques that include fact production and system prototypes;
- Application of risk-oriented approach to audit;
- Inspection and verification of organization’s information technologies related to legal issues;
- Application of national and international standards, such as ISO 9000 / 3, ISO 27001, ISO 27002;
- Reporting and inspection as assurance of adequately performed job.

Besides advisory function, the primary role of auditor is to offer reasonable assurance that all operative controls will be in function and will operate efficiently and effectively. “Information technology mediates in a complementary manner the influence of professionalism on the performance of auditors” (Indudewi & Feronika, 2023: 43). Both auditor and management work to ensure correct operating of IT and operations as well as IT related processes and services.

Conclusions
Successfulness of a company is influenced by the level of IT skills, their availability, reliability and safety. In that sense, a high level of IT governance becomes very important as well. Financial statements users benefit from improved reliability and higher quality of information needed for corporate decision making when financial statements have been audited. Requirements and problems set before the auditor grow with the improvement of financial reporting system. The volume of auditing work increases as a part of auditing process, and the work itself grows more difficult as a result of stricter standards for audit report accuracy and reliability. IT must be used in auditing process if the auditors want to respond to modern requirements and problems in proper manner. Application of IT in financial statements audit does not alter auditing process by itself, but it does alter the manner in which auditing operations are done and expands the auditor’s responsibility zone.

Nowadays, auditors use various auditing software programs instead of manual processing of data while collecting evidence. Some of crucial changes in the field of software
assisted audit include collection of larger volume of evidence, abandonment of sampling concept when collecting particular types of evidence, i.e. when performing particular audit tests (depreciation or foreign currency tests etc), collection of high reliability data, reduction of possibility for errors in auditor’s work, reduction of time and costs of auditing process etc.

On the other hand, the auditee is obliged to test internal controls in AIS context because of application of IT in accounting data processing. This increases the current scope of auditor’s responsibility in the domain of control tests performance. Since the auditee’s internal control system must be credible to the auditor and since internal controls of accounting information system are a key component of the total internal control system, auditors use specific IT-based methodologies.

Application of IT in financial statements audit has several advantages, including increased audit efficiency, improved reliability and quality of audit report, reduced audit costs etc. Continuous education of auditors in IT application field is a necessity for the purpose of assuring effective application and implementation of IT in the financial statements audit.
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INFORMACIONA PODRŠKA U PROCESU REVIZIJE FINANSIJSKIH IZVEŠTAJA

Radmila Trklja, Boban Dašić, Aleksandar Radović

Rezime: U savremeno doba, revizija finansijskih izveštaja bez primene informacionih tehnologija je nezamisliva. Brojni faktori dovode do nužnosti uključivanja informacione podrške u proces revizije, kao što su: veliki broj klijentovih transakcija i veliki obim podataka klijenta koji je potrebno revidirati; upotreba informacionih tehnologija u obradi računovodstvenih podataka klijenata; dostupnost klijentovih podataka u elektronskom formatu; postojanje sve većeg broja revizorskih aktivnosti koje je potrebno realizovati u ograničenom vremenskom periodu; dislokacija članova revizorskog tima itd. Ovaj rad ima za cilj da sagleda glavne specifičnosti integracije informacione podrške u reviziji finansijskih izveštaja. Osnovni metodi istraživanja utiča na informacionih tehnologija na proces revizije u radu jesu metodi analize postojeće literature sa tri aspekta, i to uloga revizije u poslovnom odlučivanju, metodologije procesa revizije finansijskih izveštaja i vrste informacionih tehnologija koje se primenjuju u reviziji. Naš rad pokazuje da pojava informacionih tehnologija pomaže revizorima u procesu revizije.

Ključne reči: revizija finansijskih izveštaja, informacione tehnologije, informaciona podrška, računovodstveni informacioni sistem, proces revizije